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# Svrha, područje primjene i korisnici

Svrha je ovog dokumenta precizno određivanje granica Sustava upravljanja informacijskom sigurnošću (engl. Information Security Management System – ISMS) u [naziv tvrtke].

Ovaj se dokument primjenjuje na svu dokumentaciju i aktivnosti unutar ISMS-a.

Korisnici su ovog dokumenta članovi uprave tvrtke, članovi projektnog tima koji radi na implementaciji ISMS-a, te [nazivi radnih mjesta zaposlenika s pristupom Odluci o opsegu ISMS-a].

# Referentni dokumenti

* Norma ISO/IEC 27001, točka 4.3
* Dokument Projektnog plana za implementaciju ISO 27001
* Popis pravnih, regulatornih, ugovornih i ostalih zahtjeva

# Utvrđivanje opsega ISMS-a

Tvrtka treba propisati granice svojeg ISMS-a kako bi mogla odlučiti koje informacije želi zaštititi. Te informacije moraju biti zaštićene bez obzira jesu li dodatno pohranjene, obrađene ili prenošene unutar ili izvan opsega ISMS-a. Činjenica da su neke informacije dostupne izvan opsega ne znači da se sigurnosne mjere neće na njima primjenjivati, to samo znači da će se odgovornost za primjenu mjera sigurnosti prenijeti na treću stranu koja upravlja tom informacijom.

Ako se uzmu u obzir pravni, regulatorni, ugovorni i ostali zahtjevi, opseg ISMS-a određen je na način kako je opisano u sljedećim točkama:

## Odjeli

U opseg ISMS-a uključeni su sljedeći odjeli: [odjeli uključeni u opseg ISMS-a]

## Procesi

U opseg ISMS-a uključeni su sljedeći procesi: [procesi i usluge uključeni u opseg ISMS-a]

…
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(Kako biste pristupili potpunoj verziji dokumenta molimo Vas da kupite ISO 27001 paket dokumentacije <https://advisera.com/27001academy/hr/iso-27001-paket-dokumentacije/>)